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MANITOBA HYDRO

Definitions
1 The following definitions apply in this
regulation.

"Act" means The Manitoba Hydro Act. (« Loi »)

"bulk power system" means the electrical
generation facilities, transmission facilities,
interconnections with neighbouring systems and
associated equipment that are generally operated
at voltages of 100 kilovolts or higher, excluding
radial transmission facilities serving load with
only one transmission source. (« réseau de
distribution électrique en blocs »)

"Compliance Monitoring and Enforcement
Program" means the North American Electric
Reliability Corporation Compliance Monitoring
and Enforcement Program (Province of Manitoba)
set out in Schedule 2. (« Programme de
surveillance de la conformité et d'exécution »)

"designee" means a person to whom a
requirement of a reliability standard has been
transferred under section 6. (« délégué »)

"MRO" means Midwest Reliability Organization.
(« MRO »)

"NERC" means North American Electric
Reliability Corporation. (« NERC »)

"NERC Compliance Registry" means the registry
established and maintained by the NERC that

(a) lists owners, operators and users of the
bulk power system in North America, and
any designees, who are subject to reliability
standards; and

(b) indicates the functions in respect of
which the owners, operators and users and
any designees are registered. (« registre de
conformité de la NERC »)

"Public Utilities Board" means The Public
Utilities Board continued under The Public
Utilities Board Act. (« Régie des services
publics »)

H190 — M.R. 25/2012

Définitions

Les définitions qui suivent s'appliquent

au présent reglement.

« délégué » Personne a qui est une obligation
que prévoit une norme de fiabilité est transférée
conformément a l'article 6. ("designee")

« entité enregistrée » Tout propriétaire,
exploitant ou utilisateur du réseau de
distribution électrique en blocs au Manitoba, ou
son délégué, qui :

a) d'une part, satisfait aux criteres énoncés
dans les regles de procédure de la NERC
adoptées en vertu du paragraphe 3(3) en vue
de l'inscription au registre de conformité de
la NERC;

b) d'autre part, est forcé par un organisme de
contrdle ou a la suite d'une décision de la
Régie des services publics a étre inscrit a ce
registre. ("registered entity")

« Loi » La Loi sur l'Hydro-Manitoba. ("Act")

« MRO » La Midwest Reliability Organization.
(HMROH)

« NERC » La North American Electric Reliability
Corporation. ("NERC")

« Programme de surveillance de la conformité
et d'exécution » Le Programme de surveillance
de la conformité et d'exécution de la North
American Electric Reliability Corporation
(province du Manitoba) qui figure a I'annexe 2.
("Complicance Monitoring and Enforcement
Program")

« Régie des services publics » La Régie des
services publics prorogée sous le régime de la Loi
sur la Régie des services publics. ("Public
Utilities Board")

« registre de conformité de la NERC » Registre
qu'établit et que tient la NERC et qui indique :

a) les propriétaires, les exploitants et les
utilisateurs du réseau de distribution
électrique en blocs en Amérique du Nord,
ainsi les délégués, qui sont tenus d'observer
les normes de fiabilité;
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HYDRO-MANITOBA

"registered entity" means an owner, operator or
user of the bulk power system in Manitoba, and
any designee who

(a) meets the criteria in the NERC Rules of
Procedure adopted under subsection 3(3) to
be listed on the NERC Compliance Registry;
and

(b) is required to be listed on that registry by
a compliance body or as a result of a
decision of the Public Utilities Board.
(« entité enregistrée »)

Adoption of reliability standards for Manitoba

2 Areliability standard made by the MRO
or the NERC that is listed in Schedule 1 is adopted
as a reliability standard for Manitoba, and takes
effect on the date listed opposite the standard.

Designation of compliance body for Manitoba
3(1) For the purpose of clause 15.0.1(1)(d) of
the Act, the MRO and the NERC are authorized to
monitor compliance with reliability standards
adopted for Manitoba.

3(2) A compliance body is responsible for
carrying out the Compliance Monitoring and
Enforcement Program.

3(3) Despite any provision to the contrary in
an agreement between a compliance body and an
owner, operator or user of the bulk power system in
Manitoba, the following NERC Rules of Procedure in
effect on April 12, 2011 are adopted as the rules of
procedure for the operation of a compliance body in
Manitoba:

(a) Sections 201, 202, 301-312, 315-321, 501-5
08, 601-606, 801-805, 901, 902, 1003, 1101-1
106, 1108, 1301-1305, 1401 and 1402;

(b) Appendices 3A, 3B, 4B
Sections 1, 2, 3.1-3.7, 3.20,
and 6.6), 5A, 5B and 6.

(excluding
3.21, 6.5

H190 — R.M. 25/2012

b) les fonctions pour lesquelles les
propriétaires, les exploitants, les utilisateurs
et les délégués sont inscrits. ("NERC
Compliance Registry")

«réseau de distribution électrique en
blocs » Installations de production et de
transport d'énergie, interconnexions avec les
réseaux voisins et équipement associé qui sont
généralement exploités a une tension d'au
moins 100 kilovolts. La présente définition exclut
les installations de transport radiales qui
alimentent une charge au moyen d'une seule
source de transport. ("bulk power system")

Adoption de normes de fiabilité
2 Les normes de fiabilité établies par la
MRO ou la NERC et figurant a l'annexe 1 sont
adoptées a titre de normes de fiabilité pour le
Manitoba. La date d'entrée en vigueur est précisée en
regard du titre de chaque norme.

Désignation des organismes de contréle au
Manitoba

3(1) Pour l'application de1'alinéa 15.0.1(1)d)
de la Loi, la MRO et la NERC sont autorisées a
surveiller l'observation des normes de fiabilité
adoptées pour le Manitoba.

3(2) Un organisme de controle est chargé de
la mise en ccuvre du Programme de surveillance de
la conformité et d'exécution.

3(3) Malgré toute disposition contraire
contenue dans un accord conclu entre un organisme
de controéle et un propriétaire, un exploitant ou un
utilisateur du réseau de distribution électrique en
blocs au Manitoba, les regles de procédure de la
NERC qui sont indiquées ci-dessous et qui sont en
vigueur le 12 avril 2011 sont adoptées a titre de
régles de procédure d'un organisme de contréle au
Manitoba :

a) les articles 201, 202, 301 a 312, 315
a 321, 501 a 508, 601 a 606, 801
a 805, 901, 902, 1003,1101a1106, 1108, 1301
a 1305, 1401 et 1402;

b) les appendices 3A, 3B, 4B (sauf les
articles 1, 2, 3.1 a 3.7, 3.20, 3.21, 6.5
et 6.6), bA, 5B et 6.
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MANITOBA HYDRO

3(4) If there is a conflict between the NERC
Rules of Procedure adopted under subsection (3)
and the Compliance Monitoring and Enforcement
Program, the Program prevails.

3(5) If there is a conflict between the NERC
Rules of Procedure adopted under subsection (3)
and any other Manitoba law, Manitoba law prevails.

3(6) Manitoba Hydro must publish the NERC
Rules of Procedure adopted under subsection (3) on
its website.

Registration on the compliance registry

4(1) For the purpose of establishing and
maintaining the NERC Compliance Registry, the
MRO must identify every owner, operator and user
of the bulk power system in Manitoba that may be
required to be listed on the NERC Compliance
Registry.

4(2) On receiving notice from the MRO, an
owner, operator or wuser identified wunder
subsection (1) must

(a) submit to the MRO an application for a
determination as to whether the person should
be listed on the NERC Compliance Registry; and

(b) provide the MRO with the information
required by the NERC Rules of Procedure
adopted wunder subsection 3(3) to allow a
determination to be made as to whether the
person should be listed on the NERC Compliance
Registry.

4(3) A registered entity has the rights and
obligations of a registered entity set out in the
Compliance Monitoring and Enforcement Program.

Who must comply with reliability standards

5 A registered entity must comply with
each adopted reliability standard in Manitoba that is
stated to apply to that entity or category of entities.

M.R. 98/2014

H190 — M.R. 25/2012

3(4) Les dispositions du Programme de
surveillance de la conformité et d'exécution
l'emportent sur les dispositions incompatibles des
regles de procédure de la NERC adoptées en vertu
du paragraphe (3).

3(5) Les regles de droit du Manitoba
l'emportent sur les dispositions incompatibles des
regles de procédure de la NERC adoptées en vertu
du paragraphe (3).

3(6) Hydro-Manitoba est tenue de publier sur
son site Web les regles de procédure de la NERC
adoptées en vertu du paragraphe (3).

Inscription au registre de conformité

4(1) Aux fins del'établissement et de la tenue
du registre de conformité de la NERC, la MRO
désigne les propriétaires, les exploitants et les
utilisateurs du réseau de distribution électrique en
blocs au Manitoba qui pourraient étre tenus de
s'inscrire a ce registre.

4(2) Sur réception d'un avis de la MRO, les
propriétaires, les exploitants ou les utilisateurs
concernés :

a) lui présentent une demande afin que soit
déterminé s'ils devraient étre inscrits au registre;

b) lui communiquent les renseignements que
prévoient les regles de procédure de la NERC
adoptées en vertu du paragraphe 3(3) et qui sont
nécessaires a la détermination.

4(3) Les entités enregistrées ont les droits et
les obligations indiqués dans le Programme de
surveillance de la conformité et d'exécution.

Assujettissement aux normes de fiabilité

5 Les entités enregistrées sont tenues de
se conformer aux normes de fiabilité adoptées au
Manitoba qui s'appliquent a elles ou aux catégories
d'entités dont elles font partie.

R.M. 98/2014
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HYDRO-MANITOBA

Transferring the duty to comply

6(1) Despite section 5, an owner, operator or
user of the bulk power system in Manitoba who is
otherwise required to comply with a reliability
standard may enter into a transfer agreement with
another person (a "designee') to transfer the
obligation to comply with a requirement of the
standard to that person.

6(2) A transfer referred to in subsection (1)
(a) must take place in accordance with this
section and the NERC Rules of Procedure
adopted under subsection 3(3); and

(b) may be made only to a person listed on the
NERC Compliance Registry.

6(3) A designee must comply with each
requirement of a reliability standard for which
compliance has been transferred to it, and has the
rights and obligations of a registered entity set out in
the Compliance Monitoring and Enforcement

Program with respect to each transferred
requirement.
6(4) While a transfer agreement is in effect,

the owner, operator or user who made the transfer
need not comply with the requirement that has been
transferred.

6(5) A requirement may not be transferred if
the reliability standard itself prohibits the transfer.

PUB authorized to resolve disputes
7(1) The Public Utilities Board is authorized
to consider and resolve the following matters:

1. If a compliance body has found that a person
should be listed on the NERC Compliance
Registry, that person may apply to the board
to challenge the finding. After considering the
application, the board may either confirm the
finding or decide that the person is not
required to be listed.

2. If a compliance body has found that a person
is subject to a particular reliability standard,
that person may apply to the board to
challenge the finding. After considering the
application, the board may either confirm the
finding or decide that the person is not
subject to the reliability standard.

H190 — R.M. 25/2012

Transfert d'une obligation

6(1) Malgré l'article 5, les propriétaires, les
exploitants ou les utilisateurs du réseau de
distribution électrique en blocs au Manitoba qui
sont par ailleurs tenus d'observer une norme de
fiabilité peuvent conclure avec une autre personne
(le « délégué ») un accord de transfert afin que
I'obligation d'observer la norme lui soit transférée.

6(2) Le transfert est effectué conformément
au présent article ainsi qu'aux regles de procédure
de la NERC adoptées en vertu du paragraphe 3(3) et
ne peut étre destiné qu'aux personnes inscrites au
registre de conformité de la NERC.

6(3) Le délégué se conforme a chaque
exigence d'une norme de fiabilité ayant fait 1'objet
d'un transfert et a les droits et les obligations d'une
entité enregistrée. Les droits et les obligations
applicables a chaque exigence ayant fait I'objet d'un
transfert sont indiqués dans le Programme de
surveillance de la conformité et d'exécution.

6(4) Pendant la période de validité de
I'accord de transfert, le propriétaire, 1'exploitant ou
l'utilisateur ayant accordé le transfert n'est pas tenu
de respecter l'exigence ayant fait 1'objet du transfert.

6(5) Une exigence ne peut étre transférée si
la norme de fiabilité 1'interdit.

Pouvoirs de la Régie
7(1) La Régie des services publics est

autorisée a examiner et a régler les questions
suivantes :

1. Siun organisme de controle a conclu qu'une
personne devrait étre inscrite au registre de
conformité de la NERC, cette personne peut
contester cette décision auprés de la Régie.
Apres avoir examiné la demande, la Régie
peut confirmer la décision ou statuer que
I'inscription n'est pas nécessaire.

2. Siun organisme de contréle a conclu qu'une
norme de fiabilité s'applique a une personne,
cette personne peut contester cette décision
aupres de la Régie. Apres avoir examiné la
demande, la Régie peut confirmer la décision
ou statuer que la norme ne s'applique pas.
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MANITOBA HYDRO

3. Aperson may apply to the board to challenge
the application in Manitoba of a by-law or a
rule of procedure or practice of the
compliance body that directly affects that
person. After considering the application,
including what is in the public interest, the
board may decide that the by-law or rule of
procedure or practice

(a) is in effect in Manitoba; or
(b) is not in effect in Manitoba.

7(2) In addition, the board may resolve the
following disputes:

(a) a dispute about a matter arising under the
NERC Rules of Procedure adopted wunder
subsection 3(3), on the application of a
compliance body or a registered entity;

(b) any dispute that the Compliance Monitoring
and Enforcement Program states is to be
resolved by the board.

7(3) The board may make a decision under
this section despite any other provision of this
regulation.

No disclosure of confidential information

8 Any information that a registered entity
provides to a compliance body is confidential, and a
compliance body must not release or disclose such
information to a third party without the written
consent of the registered entity that provided it.
However, consent of the registered entity is not
required for the MRO or the NERC to

(a) release or disclose such information to each
other; or

(b) release or disclose to the Public Utilities
Board any information that may be required for
the MRO or the NERC to make an application to
the board.

H190 — M.R. 25/2012

3. Une personne peut contester aupres de la
Régie l'application au Manitoba d'un
réglement administratif ou d'une regle de
procédure ou de pratique d'un organisme de
contrdle qui la touche directement. Apres
avoir examiné la demande et tenu compte de
I'intérét public, la Régie statue sur
I'application ou la non-application dans la
province du reglement ou de la regle.

7(2) La Régie peut également trancher les
litiges suivants :

a) tout litige au sujet d'une question découlant
des regles de procédure de la NERC adoptées en
vertu du paragraphe 3(3), sur présentation d'une
demande par un organisme de contréle ou une
entité enregistrée;

b) tout litige dont elle doit étre saisie dans le
cadre du Programme de surveillance de la
conformité et d'exécution.

7(3) Malgré les autres dispositions du
présentreglement, la Régie peut rendre une décision
sous le régime du présent article.

Renseignements confidentiels

8 Les renseignements qu'une entité
enregistrée fournit a un organisme de controéle sont
confidentiels. Il est donc interdit a un organisme de
contréle de les transmettre ou de les communiquer
aun tiers sans avoir obtenu le consentement écrit de
I'entité enregistrée concernée. Toutefois, la MRO ou
la NERC n'ont pas a obtenir un tel consentement
dans les cas suivants :

elles les

a) elles s'échangent entre

renseignements;

b) elles transmettent ou elles communiquent a la
Régie des services publics des renseignements
pouvant étre nécessaires a la présentation d'une
demande a celle-ci.
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HYDRO-MANITOBA

Fees payable to compliance body

9(1) Manitoba Hydro must pay to the NERC
the fees, based on the principle of net energy for
load, related to making or enforcing reliability
standards and other associated activities of a
standards body or compliance body.

9(2) In this section, "net energy for load"
means Manitoba's power requirement expressed in
megawatt hours calculated as gross power
generation in Manitoba, plus power imported into
Manitoba at interchange, less power exported from
Manitoba at interchange.

Reliability standards made by Manitoba Hydro
10 In making standards for the electricity
system in Manitoba under section 15.0.2 of the Act,
Manitoba Hydro must not make standards that are
less stringent than or not compatible with the
reliability standards adopted for Manitoba.

Transitional

11 A person who is an owner, operator or
user of the bulk power system in Manitoba and who
is not listed on the NERC Compliance Registry on
the day this regulation comes into force

(a) isnotrequired to submit an application to the
MRO under subsection 4(2) until 60 days after
the day this regulation comes into force or, if the
owner, operator or user has applied to the Public
Utilities Board under item 1 of subsection 7(1),
until the board has resolved the matter; and

(b) is not required to comply with the reliability
standards adopted under section 2 until 180
days after this regulation comes into force or, if
the owner, operator or user has applied to the
Public Utilities Board under item 2 of
subsection 7(1), until the board has resolved the
matter.

Coming into force

12 This regulation comes into force on the
day that The Manitoba Hydro Amendment and
Public Utilities Board Amendment Act (Electricity
Reliability), S.M. 2009, c. 17, comes into force.

H190 — R.M. 25/2012

Paiement des droits

9(1) Hydro-Manitoba paie a la NERC les
droits ayant trait a I'é¢tablissement ou a l'application
de normes de fiabilité ou aux activités connexes des
organismes des normes ou des organismes de
controle. Ces droits sont fondés sur le principe de
I'énergie disponible nette.

9(2) Au présent article, « énergie disponible
nette » s'entend des besoins en énergie au Manitoba
indiqués en mégawattheures et correspondant a
I'énergie brute produite dans la province et a
I'énergie qui y est importée au moment de 1'échange
moins 1'énergie exportée de la province a ce
moment-la.

Etablissement de normes de fiabilité par
Hydro-Manitoba

10 Les normes visant le réseau électrique
dans la province qu'Hydro-Manitoba établit sous le
régime de l'article 15.0.2 de la Loi ne peuvent étre
moins rigoureuses que les normes de fiabilité
adoptées pour la province et doivent étre
compatibles avec elles.

Disposition transitoire

11 Les propriétaires, les exploitants ou les
utilisateurs du réseau de distribution électrique en
blocs au Manitoba qui ne sont pas inscrits au
registre de conformité de la NERC a la date d'entrée
en vigueur du présent reglement :

a) ne sont pas tenus de présenter une demande
ala MRO sous le régime du paragraphe 4(2) tant
qu'un délai de 60 jours ne s'est pas écoulé apres
cette date ou, s'ils ont présenté une demande au
titre du point 1 du paragraphe 7(1), tant que la
Régie des services publics n'a pas statué sur
celle-ci;

b) ne sont pas tenus de se conformer aux normes
de fiabilité adoptées sous le régime de l'article 2
tant qu'un délai de 180 jours ne s'est pas écoulé
apres cette date ou, s'ils ont présenté une
demande au titre du point 2 du paragraphe 7(1),
tant que la Régie des services publics n'a pas
statué sur celle-ci.

Entrée en vigueur

12 Le présentreglement entre en vigueur en
méme temps que la Loi modifiant la Loi sur
I'Hydro-Manitoba et la Loi sur la Régie des services
publics (fiabilité du réseau électrique), c. 17
des L.M. 2009.
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MANITOBA HYDRO
SCHEDULE 1
(Section 2)
RELIABILITY STANDARDS
Standard Standard Name
Number
BAL-001-2 Real Balancing Control Performance
BAL-002-2(i) Disturbance Control Standard-Contingency Reserve for
Recovery from a Balancing Contingency Event
BAL-003-1.1 Frequency Response and Frequency Bias Setting
BAL-005-0.2b  Automatic Generation Control
(Excl. R2)
BAL-006-2 Inadvertent Interchange
CIP-002-5.1a  Cyber Security — BES Cyber system Categorization
CIP-003-6 Cyber Security — Security Management Controls
(Excl. R2)
CIP-004-6 Cyber Security — Personnel & Training
CIP-005-5 Cyber Security — Electronic Security Perimeter(s)
CIP-006-6 Cyber Security — Physical Security of BES Cyber Systems
CIP-007-6 Cyber Security — System Security Management
CIP-008-5 Cyber Security — Incident Reporting and Response Planning
CIP-009-6 Cyber Security — Recovery Plans for BES Cyber Systems
CIP-010-2 Cyber Security — Configuration Change Management and
Vulnerability Assessments
CIP-011-2 Cyber Security — Information Protection
CIP-014-2 Physical Security
COM-001-3 Communications
COM-002-4 Operating Personnel Communications Protocols
EOP-004-3 Event Reporting
EOP-005-2 System Restoration from Blackstart Resources
(Excl. R3.1)
EOP-006-2 System Restoration Coordination
EOP-008-1 Loss of Control Center Functionality
EOP-010-1 Geomagnetic Disturbance Operations
EOP-011-1 Emergency Operations
FAC-001-2 Facility Interconnection Requirements
FAC-002-2 Facility Interconnection Studies
FAC-003-4 Transmission Vegetation Management
FAC-008-3 Facility Ratings
(Excl. R4, R5)
FAC-010-3 System Operating Limits Methodology for the Planning
(Excl. R5) Horizon

H190 — M.R. 25/2012

Effective Date

July 1, 2017
July 1, 2019

July 1, 2017
July 1, 2016

February 14, 2014

July 1, 2018
July 1, 2017

July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2017

July 1, 2017
July 1, 2017
July 1, 2019
July 1, 2017
July 1, 2018
July 1, 2016

July 1, 2016
July 1, 2016
July 1, 2016
July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2016

July 1, 2018
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Standard
Number

FAC-011-3

FAC-013-2
(Excl. R3)

FAC-014-2
INT-004-3.1
INT-006-4
INT-009-2.1
INT-010-2.1
IRO-001-4
IRO-002-5
IRO-006-5

IRO-006-EAST-2

IRO-008-2

IRO-009-2
IRO-010-2
IRO-014-3
IRO-017-1
IRO-018-1(i)

MOD-001-2
MOD-020-0

MOD-031-2
MOD-032-1
MOD-033-1
PER-003-1
PER-004-2
PER-005-2

PRC-001-1.1(ii)

PRC-004-5(i)

PRC-005-1.1b

PRC-006-3
PRC-008-0

Standard Name

System Operating Limits Methodology for the Operations
Horizon

Assessment of Transfer Capability for the Near-Term
Transmission Planning Horizon

Establish and Communicate System Operating Limits
Dynamic Transfers

Evaluation of Interchange Transactions
Implementation of Interchange

Interchange Initiation and Modification for Reliability
Reliability Coordination — Responsibilities
Reliability Coordination — Monitoring and Analysis

Reliability Coordination — Transmission Loading Relief
(TLR)

Transmission Loading Relief Procedure for the Eastern
Interconnection

Reliability Coordinator Operational Analyses and Real-time
Assessments

Reliability Coordinator Actions to Operate Within IROLs
Reliability Coordinator Data Specification and Collection
Coordination Among Reliability Coordinators

Outage Coordination

Reliability Coordinator Real-time Reliability Monitoring and
Analysis Capabilities

Available Transmission System Capability

Providing Interruptible Demands and Direct Control Load
Management Data to System Operators and Reliability
Coordinators

Demand and Energy Data

Data for Power System Modeling and Analysis
Steady-State and Dynamic System Model Validation
Operating Personnel Credentials

Reliability Coordination — Staffing

Operations Personnel Training

System Protection Coordination

Protection System Misoperation Identification and
Correction

Transmission and Generation Protection System
Maintenance and Testing

Automatic Underfrequency Load Shedding

Implementation and Documentation of Underfrequency Load
Shedding Equipment Maintenance Program

H190 — R.M. 25/2012

Effective Date

July 1, 2018

July 1, 2016

April 1, 2012
July 1, 2016
July 1, 2016
July 1, 2016
July 1, 2016
July 1, 2017
July 1, 2019
April 1, 2012

July 1, 2017

July 1, 2017

July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2017
July 1, 2019

July 1, 2016
April 1, 2012

July 1, 2017
July 1, 2016
July 1, 2018

February 14, 2014
February 14, 2014

July 1, 2017
July 1, 2016
July 1, 2018

July 1, 2016

July 1, 2019
April 1, 2012
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MANITOBA HYDRO
Standard Standard Name
Number
PRC-010-2 Undervoltage Load Shedding
PRC-011-0 Undervoltage Load Shedding System Maintenance and
Testing
PRC-015-1 Remedial Action Scheme Data and Documentation
PRC-016-1 Remedial Action Scheme Misoperations
PRC-017-1 Remedial Action Scheme Maintenance and Testing
PRC-018-1 Disturbance Monitoring Equipment Installation and Data
Reporting
PRC-023-4 Transmission Relay Loadability
TOP-001-4 Transmission Operations
TOP-002-4 Operations Planning
TOP-003-3 Operational Reliability Data
TOP-010-1(i) Real-time Reliability Monitoring and Analysis Capabilities
VAR-001-4.2  Voltage and Reactive Control
VAR-002-4.1  Generator Operation for Maintaining Network Voltage

Schedules

M.R. 98/2014; 26/2016; 45/2017; 77/2018; 108/2019

H190 — M.R. 25/2012

Effective Date

July 1, 2018
April 1, 2012

July 1, 2018
July 1, 2018
July 1, 2018
April 1, 2012

July 1, 2018
July 1, 2019
July 1, 2017
July 1, 2017
July 1, 2019
July 1, 2019
July 1, 2019

Archived version
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HYDRO-MANITOBA

Numéro de la

norme

BAL-001-2
BAL-002-2(i)

BAL-003-1.1

BAL-005-0.2b
(sauf R2)

BAL-006-2
CIP-002-5.1a

CIP-003-6
(sauf R2)

CIP-004-6
CIP-005-5
CIP-006-6
CIP-007-6
CIP-008-5
CIP-009-6
CIP-010-2

CIP-011-2
CIP-014-2
COM-001-3
COM-002-4
EOP-004-3

EOP-005-2
(sauf R3.1)

EOP-006-2
EOP-008-1
EOP-010-1
EOP-011-1
FAC-001-2
FAC-002-2
FAC-003-4

FAC-008-3
(sauf R4, Rb5)

ANNEXE 1
(article 2)

NORMES DE FIABILITE

Titre de la norme

Real Balancing Control Performance

Disturbance Control Standard-Contingency Reserve for
Recovery from a Balancing Contingency Event

Frequency Response and Frequency Bias Setting

Automatic Generation Control

Inadvertent Interchange
Cyber Security — BES Cyber system Categorization

Cyber Security — Security Management Controls

Cyber Security — Personnel & Training

Cyber Security — Electronic Security Perimeter(s)

Cyber Security — Physical Security of BES Cyber Systems
Cyber Security — System Security Management

Cyber Security — Incident Reporting and Response Planning
Cyber Security — Recovery Plans for BES Cyber Systems

Cyber Security — Configuration Change Management and
Vulnerability Assessments

Cyber Security — Information Protection
Physical Security

Communications

Operating Personnel Communications Protocols
Event Reporting

System Restoration from Blackstart Resources

System Restoration Coordination
Loss of Control Center Functionality
Geomagnetic Disturbance Operations
Emergency Operations

Facility Interconnection Requirements
Facility Interconnection Studies
Transmission Vegetation Management

Facility Ratings

H190 — R.M. 25/2012

Date d'entrée en
vigueur

1 juillet 2017
1" juillet 2019

1" juillet 2017
1% juillet 2016

14 février 2014
1" juillet 2018
1% juillet 2017

1 juillet 2017
1" juillet 2017
1 juillet 2017
1" juillet 2017
1 juillet 2017
1" juillet 2017
1 juillet 2017

1 juillet 2017
1" juillet 2017
1% juillet 2019
1" juillet 2017
1% juillet 2018
1" juillet 2016

1" juillet 2016
1% juillet 2016
1" juillet 2016
1 juillet 2017
1" juillet 2017
1 juillet 2017
1" juillet 2017
1% juillet 2016
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Numéro de la

MANITOBA HYDRO

Titre de la norme

H190 — M.R. 25/2012

Date d'entrée en

norme vigueur
FAC-010-3 System Operating Limits Methodology for the Planning 1% juillet 2018
(sauf R5) Horizon
FAC-011-3 System Operating Limits Methodology for the Operations 1% juillet 2018
Horizon
FAC-013-2 Assessment of Transfer Capability for the Near-Term 1% juillet 2016
(sauf R3) Transmission Planning Horizon
FAC-014-2 Establish and Communicate System Operating Limits 1 avril 2012
INT-004-3.1 Dynamic Transfers 1" juillet 2016
INT-006-4 Evaluation of Interchange Transactions 1% juillet 2016
INT-009-2.1 Implementation of Interchange 1% juillet 2016
INT-010-2.1 Interchange Initiation and Modification for Reliability 1% juillet 2016
IRO-001-4 Reliability Coordination — Responsibilities 1" juillet 2017
IRO-002-5 Reliability Coordination — Monitoring and Analysis 1% juillet 2019
IRO-006-5 Reliability Coordination — Transmission Loading Relief 1 avril 2012
(TLR)
IRO-006-EAST-2 Transmission Loading Relief Procedure for the Eastern 1% juillet 2017
Interconnection
IRO-008-2 Reliability Coordinator Operational Analyses and Real-time 1" juillet 2017
Assessments
IRO-009-2 Reliability Coordinator Actions to Operate Within IROLs 1" juillet 2017
IRO-010-2 Reliability Coordinator Data Specification and Collection 1 juillet 2017
IRO-014-3 Coordination Among Reliability Coordinators 1" juillet 2017
IRO-017-1 Outage Coordination 1¢ juillet 2017

IRO-018-1(i) Reliability Coordinator Real-time Reliability Monitoring and

Analysis Capabilities

1" juillet 2019

MOD-001-2 Available Transmission System Capability 1" juillet 2016
MOD-020-0 Providing Interruptible Demands and Direct Control Load 1 avril 2012
Management Data to System Operators and Reliability
Coordinators
MOD-031-2 Demand and Energy Data 1% juillet 2017
MOD-032-1 Data for Power System Modeling and Analysis 1% juillet 2016
MOD-033-1 Steady-State and Dynamic System Model Validation 1" juillet 2018
PER-003-1 Operating Personnel Credentials 14 février 2014
PER-004-2 Reliability Coordination — Staffing 14 février 2014
PER-005-2 Operations Personnel Training 1 juillet 2017

PRC-001-1.1(ii) System Protection Coordination
PRC-004-5(i)

1" juillet 2016

Protection System Misoperation Identification and 1% juillet 2018

Correction
PRC-005-1.1b Transmission and Generation Protection System 1% juillet 2016
Maintenance and Testing
PRC-006-3 Automatic Underfrequency Load Shedding 1% juillet 2019
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HYDRO-MANITOBA

Numéro de la
norme

PRC-008-0

PRC-010-2
PRC-011-0

PRC-015-1
PRC-016-1
PRC-017-1
PRC-018-1

PRC-023-4
TOP-001-4
TOP-002-4
TOP-003-3
TOP-010-1(i)
VAR-001-4.2
VAR-002-4.1

Titre de la norme

Implementation and Documentation of Underfrequency Load

Shedding Equipment Maintenance Program
Undervoltage Load Shedding

Undervoltage Load Shedding System Maintenance and
Testing

Remedial Action Scheme Data and Documentation
Remedial Action Scheme Misoperations
Remedial Action Scheme Maintenance and Testing

Disturbance Monitoring Equipment Installation and Data
Reporting

Transmission Relay Loadability

Transmission Operations

Operations Planning

Operational Reliability Data

Real-time Reliability Monitoring and Analysis Capabilities
Voltage and Reactive Control

Generator Operation for Maintaining Network Voltage
Schedules

R.M. 98/2014; 26/2016; 45/2017; 77/2018; 108/2019

H190 — R.M. 25/2012

Date d'entrée en
vigueur

1 avril 2012

1% juillet 2018
1° avril 2012

1" juillet 2018

1% juillet 2018

1" juillet 2018
1 avril 2012

1% juillet 2018
1" juillet 2019
1 juillet 2017
1" juillet 2017
1% juillet 2019
1" juillet 2019
1% juillet 2019

Archived version

Current from 1 July 2019 to 31 Dec. 2020
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Compliance Monitoring and Enforcement Program
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COMPLIANCE MONITORING AND ENFORCEMENT PROGRAM

1.0 INTRODUCTION

This Compliance Monitoring and Enforcement Program ("Compliance Program") is the program
to be used by the North American Electric Reliability Corporation ("NERC") and the Regional
Entity to monitor, assess, and enforce compliance with Reliability Standards within the Province
of Manitoba. Assessing of compliance with Reliability Standards is accomplished through
compliance monitoring and rigorous proactive Compliance Audits.
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1.1.2

1.13

1.14

1.15

1.1.6

1.1.7

1.1.8

1.1.9

Archived version

Definitions

Alleged Violation: A Possible Violation for which staff of the Compliance
Enforcement Authority have completed their accuracy and completeness
review and have determined, pursuant to Section 3.0.2, that evidence exists
to indicate a Registered Entity has violated a Reliability Standard.

Audit Plan: A plan developed by the Compliance Enforcement Authority that
includes the Reliability Standards and Registered Entities to be audited, the
schedule of Compliance Audits, and Compliance Audit Participant
requirements.

Bulk Power System: Has the same meaning as provided in the regulations
made pursuant to Section 15.0.1(1) of The Manitoba Hydro Act.

Business Day: A working day that is determined on the basis of statutory
holidays in the Province of Manitoba

Complaint: An allegation that a Registered Entity violated a Reliability
Standard.

Compliance Audit: A systematic, objective review and examination of records
and activities to determine whether a Registered Entity meets the
requirements of applicable Reliability Standards.

Compliance Audit Participants: Registered Entities scheduled to be audited
and the audit team members.

Compliance Enforcement Authority: NERC or the Regional Entity in their
respective roles of monitoring and enforcing compliance with the NERC
Reliability Standards.

Compliance Exception Process: A disposition method used by the Regional

Entity to resolve Possible Violations that do not pose a serious risk to reliability
of the Bulk Power System
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Compliance Investigation: A comprehensive investigation, which may include
an on-site visit with interviews of the appropriate personnel, to determine if
a violation of a Reliability Standard has occurred.

Confirmed Violation: An Alleged Violation which has been confirmed
pursuant to Section 3.0.6.

Mitigation Plan: An action plan developed by a Registered Entity to (i) correct
a violation of a Reliability Standard and (ii) prevent re-occurrence of the
violation. A Mitigation Plan is required when a Registered Entity violates a
Reliability Standard, as further detailed in Sections 3 and 6.

NERC Compliance Registry: A list maintained by NERC of the owners,
operators and users of the Bulk Power System and the entities registered as
their designees that perform one or more functions in support of reliability of
the Bulk Power System and are required to comply with one or more
requirements of Reliability Standards.

NERC Compliance Monitoring and Enforcement Program Implementation
Plan or NERC Implementation Plan: The annual NERC Compliance Monitoring
and Enforcement Program Implementation Plan that specifies the Reliability
Standards that are subject to reporting by Registered Entities to the
Compliance Enforcement Authority in order to verify compliance and
identifies the appropriate monitoring procedures and reporting schedules for
each such Reliability Standard.

Notice of Alleged Violation: A notice issued by the Compliance Enforcement
Authority to a Registered Entity pursuant to Section 5.1.

Periodic Data Submittals: Modeling, studies, analyses, documents,
procedures, methodologies, operating data, process information or other
information to demonstrate compliance with Reliability Standards and
provided by Registered Entities to the Compliance Enforcement Authority on
a time frame required by a Reliability Standard or an ad hoc basis.

Possible Violation: The occurrence of circumstances indicating that a
Registered Entity may have fallen short of achieving some or all of the
requirements of a Reliability Standard that is applicable to the Registered
Entity. Possible Violations are not findings of non-compliance, nor Alleged
Violations of a Reliability Standard. A finding that a violation of a Reliability
Standard has occurred in the Province of Manitoba can only be determined
consistent with Section 134(4) of The Public Utilities Board Act, C.C.S.M.
c. P280.

Public Utilities Board or PUB: The Public Utilities Board of Manitoba.

Regional Entity: The Midwest Reliability Organization.
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Regional Implementation Plan: An annual plan, submitted on or about
October 1 of each year by the Regional Entity to NERC for approval that,
in accordance with the NERC Compliance Monitoring and Enforcement
Program Implementation Plan, identifies (1) all Reliability Standards identified
by NERC to be actively monitored during each year, (2) other Reliability
Standards proposed for active monitoring by the Regional Entity, (3) the
methods to be used by the Regional Entity for reporting, monitoring,
evaluation, and assessment of performance criteria with each Reliability
Standard, and (4) the Regional Entity's Annual Audit Plan.

Registered Entity: An owner, operator, or user of the Bulk Power System in
Manitoba or the entities registered as their designees for the purpose of
compliance that is included in the NERC Compliance Registry.

Reliability Standards: NERC electricity reliability standards that are in effect
from time to time in Manitoba.

Remedial Action Directive: An action (other than a penalty or sanction)
required by a Compliance Enforcement Authority that (1) is to bring a
Registered Entity into compliance with a Reliability Standard or to avoid a
Reliability Standard violation, and (2) is immediately necessary to protect the
reliability of the Bulk Power System from an imminent threat.

Required Date: The date given a Registered Entity in a notice from the
Compliance Enforcement Authority by which some action by the Registered
Entity is required. Such date shall provide the Registered Entity a reasonable
period of time in which to take the required action, given the circumstances
and the action required.

Self-Certification: Attestation by a Registered Entity of compliance or non-
compliance with a Reliability Standard for which Self-Certification is required
by the Compliance Enforcement Authority and that is included for monitoring
in the Regional Implementation Plan.

Self-Logging Program: A log report by a Registered Entity of minimal risk
Possible Violations of NERC Reliability Standards. A Registered Entity must be
granted entry to the Self-Logging Program by the Regional Entity before
submitting logs. Prior to approval, the Regional Entity shall engage in some level
of review of the Registered Entity’s internal controls and its performance in NERC
compliance, to determine if the Registered Entity has the ability to consistently
detect a Possible Violation and accurately determine the risk of the Possible
Violation.

Self-Log Review Process: The disposition method through which self-logged
Possible Violations are processed. The Self-Log Review Process is outside the
Enforcement Process where the Regional Entity reviews the self-logged
Possible Violations for risk.
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1.1.28 Self-Reporting: A report by a Registered Entity stating (1) that the Registered
Entity believes it has violated a Reliability Standard, and (2) the actions that
have been taken or will be taken to resolve the violation.

1.1.29 Spot Checking: A process in which the Compliance Enforcement Authority
requests a Registered Entity to provide information to support the Registered
Entity's Self-Certification, Self-Reporting, or Periodic Data Submittal and to
assess whether the Registered Entity complies with Reliability Standards. Spot
Checking may also be random or initiated in response to events, as described
in the Reliability Standards, or operating problems or system events. Spot
Checking may require an on-site review to complete.

2.0 IDENTIFICATION OF ORGANIZATIONS RESPONSIBLE FOR COMPLYING WITH RELIABILITY
STANDARDS

NERC shall register the organizations responsible for complying with Reliability Standards, in
accordance with applicable NERC Rules of Procedure. Each Regional Entity shall develop,
maintain and provide to NERC information to assist NERC to register organizations responsible
for complying with Reliability Standards. NERC shall notify organizations of their inclusion on
the NERC Compliance Registry and shall inform each Registered Entity, at the time of such
registration, of the Reliability Standards that are applicable to the Registered Entity. NERC shall
maintain on its web site a current listing of Reliability Standards that are applicable to all
Registered Entities. A person in Manitoba who challenges their registration may apply to the
Public Utilities Board to decide the issue. Each Registered Entity shall inform the Regional
Entity promptly of changes to its registration information.

NERC and the Regional Entity will designate a contact person(s) and require each Registered
Entity to designate a contact person(s) responsible for sending and receiving all necessary
information and communications concerning compliance matters. NERC and the Regional
Entity will designate where Registered Entities are to send information, data, Mitigation Plans,
or any other compliance-related correspondence.

NERC shall maintain the NERC Compliance Registry on its web site. NERC will provide the Public
Utilities Board with updates to the NERC Compliance Registry.

3.0 COMPLIANCE MONITORING AND ENFORCEMENT PROCESSES

As an alternative to the formal enforcement process, the Compliance Enforcement Authority may
propose using the Self-Log Review Process or the Compliance Exception Process pursuant to
Section 3.0.1 in order to resolve certain Possible Violations. Possible Violations that utilize the
Self-Log Review Process or the Compliance Exception Process are resolved outside of the
enforcement process and are reported to the Energy Division of the Manitoba Government, or its
successor, and NERC. The Registered Entity is provided the opportunity to object to the use of
the Compliance Exception Process to resolve the Possible Violation.
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The Compliance Enforcement Authority will monitor and assess compliance with Reliability
Standards using seven (7) monitoring processes to collect information in order to make
assessments of compliance: (1) Compliance Audits, (2) Self-Certifications, (3) Spot Checking, (4)
Compliance Investigations, (5) Self-Reporting, (6) Periodic Data Submittals, and (7) Complaints.
These processes are described in Sections 3.1 through 3.7 below.

Except as otherwise provided herein, enforcement actions taken by the Regional Entity through
the Compliance Program shall consist of recommendations to the Public Utilities Board for a
determination that a violation has occurred and the imposition of remedial actions, sanctions,
and penalties, where applicable, which recommendations shall be based on applicable NERC
Rules of Procedure. All monetary penalties in U.S. dollars will be converted to Canadian dollars
at the exchange rate prescribed by the Bank of Canada as of the date that the penalty becomes
legally due and payable. The imposition and acceptance of sanctions and penalties shall not be
considered an acceptable alternative to any Registered Entity's continuing obligation to comply
with the Reliability Standards. A Registered Entity that has a Confirmed Violation of a Reliability
Standard will be required to mitigate the violation regardless of any enforcement actions taken.

The Compliance Program requires timely data from Registered Entities to effectively monitor
compliance with Reliability Standards. If data, information or other reports to determine
compliance requested from a Registered Entity are not received by the Required Date, the
Compliance Enforcement Authority may execute the steps described in Attachment 1, Process
for Non-submittal of Requested Data.

Parties engaged in the process described in this section should consult with each other on the
data and information that would be appropriate for effectively addressing this section's process
requirements. If a party believes that a request for data or information is unreasonable, the
party may request a written determination from the NERC compliance program officer.

Any report or other submission of information by a Registered Entity required by the
Compliance Program shall be signed by an officer, employee, attorney or other authorized
representative of the Registered Entity. Electronic signatures are permitted in accordance with
processes established by NERC and the Regional Entity. NERC or the Compliance Enforcement
Authority may require the signer to provide a statement of the basis of his or her authority to
sign on behalf of the Registered Entity.

3.0.1 Compliance Exception Process and the Self-Log Review Process

The Regional Entity may allow a Registered Entity to self-log Possible Violations or propose
using the Compliance Exception Process under the following circumstances.
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3.0.1.1 Self-Logged Possible Violations

Registered Entities accepted into the Self-Logging Program will keep a log of self-identified
minimal risk Possible Violations of Reliability Standards, and will provide the log to the
Regional Entity as requested. The log should contain a detailed description of the Possible
Violation, the risk assessment, and the remediation activities completed or to be completed.

o Considerations for accepting a Registered Entity into the Self-Logging Program
include the Registered Entity’s ability to identify, access, and correct Possible
Violations. Other considerations include the Registered Entity’s timeliness in self-
reporting, the quality of the Registered Entity’s compliance program, its history
of achieving compliance, the strength of its compliance culture and the
effectiveness of corrective activities already undertaken.

o The Registered Entity will perform a risk assessment and self-log those Possible
Violations that present a minimal risk to the Bulk Power System.

o The Registered Entity will provide its self-logs to the Regional Entity on a prescribed
periodicity or upon request.

o Under the Self-Log Review Process, the Regional Entity will review the self-logged
Possible Violations and determine if it agrees that the Possible Violations pose a
minimal risk to the Bulk Power System. If the Regional Entity does not concur with
the minimal risk assessment, the Regional Entity will inform the Registered Entity
of this determination, and the Regional Entity may pursue other monitoring and
enforcement processes identified in this Section 3.0. If the Regional Entity does
concur with the minimal risk assessment, the Regional Entity will inform the
Registered Entity, the Manitoba Government, and NERC of this determination, and
the matter will be considered closed unless it is later determined that there was a
material misrepresentation of fact, or the issue was not remediated in the manner
described in the log.

o The Registered Entity will maintain evidence to support the details included in the
log, including evidence related to the description, the risk assessment, the
completion of remediation activities for each Possible Violation recorded on the
log. The Registered Entity shall maintain this evidence for a period of time
prescribed by the Regional Entity and identified in the notice, or until the Regional
Entity has verified the completion of remediation activities, whichever is earlier.

o The Regional Entity may later sample self-logged Possible Violations to further
review the risk assessments and the remediation activities. The Regional Entity will
notify the Registered Entity upon verifying the completion of remediation
activities. Should the Regional Entity make a finding that the Registered Entity did
not completely implement its stated remediation activities to address the Possible
Violation, or the Registered Entity made a material misrepresentation of fact, the
Regional Entity may pursue other monitoring and enforcement processes
identified in this Section 3.0.
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o Possible Violations processed through the Self-Log Review Process are not included
in a Registered Entity’s compliance history for penalty purposes.

o The Registered Entity or Regional Entity may terminate the Registered Entity’s
participation in the Self-Logging Program at any time. If the Regional Entity
terminates the participation, the Regional Entity shall provide the basis for that
decision.

3.0.1.2 Compliance Exception Process

The Regional Entity will determine which Possible Violations of Reliability Standards will be
resolved through the Compliance Exception Process. Upon being notified of or upon discovery
of a Possible Violation, the Regional Entity will initiate the following steps:

e The Regional Entity will determine if a Possible Violation is eligible to be handled under
the Compliance Exception Process by:

o Performing a risk assessment and targeting those Possible Violations that
present a minimal or moderate risk to the Bulk Power System,

o Considering the Registered Entity's timeliness in self-reporting, and making a
judgment on the quality of the Registered Entity's compliance program, its history
of achieving compliance, the strength of its compliance culture and the
effectiveness of corrective activities already undertaken.

e The Regional Entity will notify the Registered Entity of the Possible Violation and its
proposal to use the Compliance Exception Process and seek the Registered Entity's
concurrence.

e |If the Registered Entity does not concur, then the Regional Entity may or may not decide
to pursue other monitoring and enforcement processes in this Section 3.0.

e |f the Registered Entity concurs with using the Compliance Exception Process, the
Registered Entity must submit to the Regional Entity a plan that the Regional Entity
judges will addresses the Possible Violation within the time period specified by the
Regional Entity.

e Once the Regional Entity formally accepts the Registered Entity's plan to address the
Possible Violation, the Possible Violation will be deemed to be remediated.

e Compliance Exceptions are not included in a Registered Entity’s compliance history for
penalty purposes.

e Should the Regional Entity make a finding that the Registered Entity did not completely
implement its stated plan to address the Possible Violation, the Regional Entity may
pursue other monitoring and enforcement processes identified in this Section 3.0.
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3.0.2 Review Prior to Initiation of Compliance Hearing in the Province
of Manitoba

Prior to initiating an enforcement hearing before the Public Utilities Board, the Board of the
Regional Entity or its authorized delegate will review the Notice of Alleged Violation submitted
to it by the Regional Entity staff, audit team, or others for accuracy and completeness. This may
include a review of the applicability of the Reliability Standard(s) to the Registered Entity, a
review of the Registered Entity's actions or conduct in light of the particular Reliability Standard
or requirement alleged to have been violated, and a review of the functions performed by the
Registered Entity and the function alleged to have violated the Reliability Standard or
requirement.

As part of the above review, the Regional Entity will provide the Registered Entity with an
opportunity to participate in a conference, in accordance with the following:

e The conference will consist of a discussion between the parties with the objective of
reaching consensus on whether the Alleged Violation took place, the penalty or sanction
that should apply, and the Mitigation Plan that should be adopted,

e The conference will be held in Winnipeg, or such other location as the parties agree,

e The Regional Entity will provide the Registered Entity with at least 30 days’ advance
notice of the conference. Such notice may be provided at the same time as the Notice
of Alleged Violation,

e The conference is to be held no later than 90 days after the date of issuance of the
Notice of Alleged Violation,

e Either party is entitled to be represented by legal counsel at the conference, unless the
parties agree otherwise,

e There is to be no sworn testimony and no official transcript of proceedings at the
conference. The discussions at the conference may be summarized in a settlement
agreement if the parties are able to agree on a settlement, otherwise the discussions
will be considered confidential,

e The duration of the conference is not to exceed two days unless the parties agree
otherwise,

e The Regional Entity may invite NERC to participate in the conference, and

e The Regional Entity will notify NERC on a confidential basis of the results of the
conference.

The Regional Entity may request review and comments from NERC prior to finalizing its review.

The Regional Entity's review must be completed either: (i) within 90 days of issuance of the
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Notice of Alleged Violation if no conference is held; or (ii) within 90 days after completion of a
conference held pursuant to this Section 3.0.2. Following completion of the review by the
Regional Entity, the following will apply:

e The Regional Entity may proceed to a Public Utilities Board Enforcement Hearing in
accordance with Section 3.0.3, a settlement in accordance with Section 3.0.4, or it may
withdraw the Notice of Alleged Violation, and

e The Regional Entity will notify NERC of the results of its review. When notifying NERC,
the Regional Entity may provide a listing of the staff reports and other documents upon
which it has based its review.

3.0.3 PUB Enforcement Hearing

Subject to the confidentiality requirements in section 9.3, if, following its review: (i) the Board of
the Regional Entity or its authorized delegate finds that there is evidence that the Registered
Entity may have violated a Reliability Standard, and (ii) the Registered Entity disputes the Alleged
Violation and/or proposed penalty and/or sanction; and (iii) a settlement in principle has not
been reached, the following will apply:

e The Regional Entity must within 90 days of its finding, apply to the Public Utilities Board
to confirm the Alleged Violation.

e The application will include a recommendation by the Regional Entity on the penalty or
sanctions to be applied.

e The application will include a Mitigation Plan if one has been proposed by the Registered
Entity at the time of application. The application will specify whether the Mitigation Plan has
been accepted by the Regional Entity. If the Mitigation Plan is disputed, the Regional Entity
may provide comments on the Mitigation Plan to the Public Utilities Board at its discretion.

e The application will be dealt with by the Public Utilities Board in accordance with any
rules and procedures that it has adopted or may adopt for this type of hearing, and

e A finding by the Public Utilities Board that a Registered Entity has violated a Reliability
Standard and any penalties, sanctions and Mitigation Plan, imposed or approved by the
Public Utilities Board take effect in Manitoba in accordance with Section 3.0.6.

3.04 PUB Approval of Uncontested Matters

Subject to the confidentiality requirements in section 9.3, a Registered Entity and the Regional
Entity may agree on the settlement of an allegation that the Registered Entity violated a
Reliability Standard, the penalty or sanctions proposed and the Mitigation Plan to be adopted.
This may be done without holding a conference pursuant to section 3.0.2, or as a result of such
a conference.
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In each case the following will apply:

e Staff of the Regional Entity will seek the approval of the Board of the Regional Entity or
its authorized delegate prior to finalizing the settlement. Such approval is not required if
the Registered Entity does not dispute the Alleged Violation and proposed penalty or
sanction, or if the Board or its authorized delegate has already approved the principles
of a settlement at a conference.

e The Regional Entity must seek the approval of NERC prior to finalizing the settlement,

e The Regional Entity must apply to the Public Utilities Board for approval of the
settlement within 90 days of NERC's approval of the settlement,

e The application will be dealt with by the Public Utilities Board in accordance with any
rules and procedures that it has adopted or may adopt for this type of uncontested
matter, and

e Once approved by the Public Utilities Board, the settlement, including any penalties,
sanctions and Mitigation Plan, take effect in accordance with Section 3.0.6.

The Regional Entity will follow the same procedure, with any necessary modifications, in cases
where the Registered Entity has failed to respond to a Notice of Alleged Violation within the
time prescribed in Section 5 or has failed to attend a conference in accordance with
section 3.0.2.

3.0.5 Approval of Mitigation Plans

Subject to the confidentiality requirements in section 9.3, if a Mitigation Plan is not filed with an
application for an enforcement proceeding pursuant to Section 3.0.3 or if a Mitigation Plan is
rejected by the Public Utilities Board, the Registered Entity must file a Mitigation Plan or
revised Mitigation Plan, as the case may be, with the

Regional Entity within 30 days of the Alleged Violation becoming a Confirmed Violation, or,
within 30 days of the Order rejecting the Mitigation Plan, as applicable. The Regional Entity will
file the Mitigation Plan with the Public Utilities Board for approval. The filing will specify
whether the Mitigation Plan has been accepted by the Regional Entity. If the Mitigation Plan is
disputed, the Regional Entity may provide comments on the Mitigation Plan to the Public
Utilities Board at its discretion. The Public Utilities Board may approve a revised Mitigation
Plan it deems as appropriate.
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3.0.6 Effect of Approval by the PUB

Subject to the confidentiality requirements in section 9.3, if the Public Utilities Board issues an
Order determining that a violation of a Reliability Standard has occurred, an Alleged Violation
becomes a Confirmed Violation, and the Confirmed Violation and any applicable penalty,
sanction and Mitigation Plan imposed or approved by the Public Utilities Board become
effective in Manitoba, upon the earlier of:

(i) if leave to appeal the Order of the Public Utilities Board is sought and granted, the date
of confirmation by The Manitoba Court of Appeal of the Order of the Public Utilities Board;
or

(ii) if leave to appeal the Order of the Public Utilities Board is sought but is refused, the date
that leave to appeal is refused; or (iii) if no appeal is sought, the expiry of the deadline for
seeking leave to appeal an Order of the Public Utilities Board to the Manitoba Court of
Appeal.

Subject to the confidentiality requirements in section 9.3, NERC may make public a Confirmed
Violation and the penalty or sanction for a Confirmed Violation. The Mitigation Plan will not
be made public until there is a Confirmed Violation.

3.1 Compliance Audits

All Registered Entities are subject to audit for compliance with all Reliability Standards
applicable to the functions for which the Registered Entity is registered. Compliance Audits
may be conducted on the Registered Entity's site or based on the review of documents. All
Compliance Audits shall be conducted in accordance with audit guides established for the
Reliability Standards included in the Compliance Audit, consistent with accepted auditing
guidelines as approved by NERC. The audit guides will be posted on NERC's website.

3.1.1 Compliance Audit Process Steps
The process steps for a Compliance Audit are as follows:!

e The Compliance Enforcement Authority distributes the Audit Plan (developed in
coordination with NERC) to the Compliance Audit Participants and NERC. The
Compliance Enforcement Authority provides additional information to the Compliance
Audit Participants, including audit materials, coordinating agendas and changes to the
audit schedule as required. Prior to the Compliance Audit, the Compliance Enforcement
Authority informs the Registered Entity of the Reliability Standards to be evaluated.

11 This process normally completes within sixty (60) days of the completion of the on-site Compliance Audit work at the
Registered Entity's site.
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e At least two (2) months prior to commencement of a regularly scheduled Compliance
Audit, the Compliance Enforcement Authority notifies the Registered Entity of the
Compliance Audit, identifies the audit team members and their recent employment
history, and requests data. If the audit team members change from the time of the
original notification, the Compliance Enforcement Authority will promptly notify the
Registered Entity of the change and will allow time for the Registered Entity to object to
the member (see Section 3.1.5).

e The Registered Entity provides to the Compliance Enforcement Authority the required
information in the format specified in the request.

e The audit team reviews the submitted information for conformance with the
requirements of the Reliability Standards prior to performing the Compliance Audit. The
audit team follows NERC audit guidelines in the implementation of the Compliance
Audit. This shall include conducting an exit briefing with the Registered Entity, providing
for a review of the audit report with the Registered Entity before it is finalized, and
issuing an audit report, including an assessment of compliance with the Reliability
Standards, to the Compliance Enforcement Authority.

e The Compliance Enforcement Authority reviews the report developed by the audit team
and completes an assessment of any Possible Violations with the Reliability Standards
identified in the report.

e The Compliance Enforcement Authority provides the final audit report to the Registered
Entity and to NERC.

e |If the Compliance Enforcement Authority concludes that a reasonable basis exists for
believing a violation of a Reliability Standard has occurred, it shall proceed in
accordance with Section 3.0.

e Regional Entities will notify NERC of any Alleged Violations as required by Section 8.0.

e Compliance Enforcement Authority shall notify Registered Entities subject to
Compliance Audits during the upcoming year, of the audit schedules, methods, and
data requirements for the audit.

The Compliance Enforcement Authority will give due consideration to any schedule
changes requested by Registered Entities to avoid unnecessary burdens.

Revisions and additions to a Regional Entity Annual Audit Plan shall be approved by NERC and
the Registered Entity shall be notified in a timely manner (normally 60 days in advance) of
changes or revisions to scheduled audit dates.
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3.1.2 Frequency of Compliance Audits

The Compliance Enforcement Authority will perform comprehensive Compliance Audits as
required by applicable NERC Rules of Procedure based on criteria established by NERC.
Additionally, an unscheduled Compliance Audit of any Registered Entity (i) may be initiated at
any time by the Compliance Enforcement Authority if reasonably determined to be necessary
to ensure the Registered Entities' compliance with Reliability Standards, and (ii) shall be initiated
if directed by NERC. The Compliance Enforcement Authority shall notify NERC that an
unscheduled Compliance Audit is being initiated. The Registered Entity shall receive at least ten
(10) business days’ advance notice that an unscheduled Compliance Audit is being initiated,
which notice shall include identification of the members of the Compliance Audit team. The
Registered Entity shall make any objections to the composition of the Compliance Audit team,
which shall be based on failure to meet the criteria specified in Section 3.1.4, at least five (5)
business days prior to the start of on-site audit work for the unscheduled Compliance Audit.

3.1.3 Scope of Compliance Audits

A Compliance Audit mayinclude anyofthe Reliability Standards applicable to the
Registered Entity monitored in the NERC Implementation Plans in the current and three previous
years. If a Reliability Standard does not require retention of data for the full period of the
Compliance Audit, the Compliance Audit will be applicable to the data retention period specified
in the Reliability Standard.

3.14 Conduct of Compliance Audits

The audit team shall be comprised of staff from the Compliance Enforcement Authority and
may include contractors as determined by the Compliance Enforcement Authority to be
appropriate to comprise a sufficient audit team. The audit team leader shall be a staff member
from the Compliance Enforcement Authority and is responsible for the conduct of the
Compliance Audit and preparation of the audit report. At their discretion, NERC Compliance
Staff may participate on any Regional Entity Compliance Audit team either as an observer or
as an audit team member as determined by the Regional Entity.

Each audit team member must:

e Be free of conflicts of interests. For example, employees or contractors of the
Registered Entity being audited shall not be allowed to participate as auditors in the
Compliance Audit of the Registered Entity.

e Comply with applicable Canadian Competition Law and shall have either signed
appropriate confidentiality agreements or acknowledgments that the confidentiality
agreement signed by the Compliance Enforcement Authority is applicable.

e Successfully complete all NERC or NERC-approved Regional Entity auditor training
applicable to the Compliance Audit.
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Prior to the Compliance Audit, copies of executed confidentiality agreements or
acknowledgements will be provided to the Registered Entity.

A Registered Entity subject to a Compliance Audit may object to any member of the audit team
on grounds of a conflict of interest or the existence of other circumstances that could interfere
with the team member's impartial performance of his or her duties. Such objections must be
provided in writing to the Compliance Enforcement Authority no later than fifteen (15) days
prior to the start of on-site audit work. This fifteen (15) day requirement shall not apply (i)
where an audit team member has been appointed less than twenty (20) days prior to the start
of on-site audit work, in which case the Registered Entity must provide any objections to the
Compliance Enforcement Authority within five (5) business days after receiving notice of the
appointment of the Compliance Audit team member; and (ii) in the case of an unscheduled
Compliance Audit pursuant to Section 3.1.2 in which case the Registered Entity must provide
any objections to the Compliance Enforcement Authority at least five (5) business days prior to
the start of on-site audit work for the unscheduled Compliance Audit. The Compliance
Enforcement Authority will make a final determination on whether the member will participate
in the Compliance Audit of the Registered Entity. Nothing in this paragraph shall be read to
limit the participation of NERC staff in the Compliance Audit.

3.15 Compliance Audit Reports

The audit team shall develop a draft audit report that shall include a description of the objective,
scope, and methodology of the Compliance Audit; identify any Possible Violations of Reliability
Standards; and identify the nature of any confidential information redacted. A separate
document may be prepared that contains recommendations of the audit team. Any
recommendations contained in that document will be considered non-binding. The draft
report will be provided to the Registered Entity for comment.

The audit team will consider corrections based on comments of the Registered Entity and
provide the final audit report to the Compliance Enforcement Authority who will review the
report and assess compliance with the Reliability Standards and provide the Registered Entity
with a copy of the final report. The Regional Entity will provide the final report to NERC, which
will in turn provide the report to the Public Utilities Board. The Registered Entity shall receive
the final audit report at least five (5) business days prior to the release of the report to the
Public Utilities Board. Work papers and other documentation associated with the audit shall be
maintained by the Compliance Enforcement Authority in accordance with NERC requirements.

In the event the audit report identifies Possible Violations, the final audit report, or pertinent
part thereof identifying the Possible Violation(s) and any proposed penalty or sanction(s), shall
not be released to the public by NERC or the Compliance Enforcement Authority until the date
that the Possible Violation has become a Confirmed Violation in accordance with Section 3.0.6.

Information deemed confidential information in accordance with Manitoba regulations shall be
redacted from any public reports in accordance with section 9.3.
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3.2 Self-Certification

The Compliance Enforcement Authority may require Registered Entities to self-certify their
compliance with Reliability Standards.

If a Self-Certification accurately identifies a Possible Violation of a Reliability Standard, an
identification of the same Possible Violation in a subsequent Compliance Audit or Spot Check
will not subject the Registered Entity to an escalated penalty as a result of the Compliance
Audit process unless the severity of the Possible Violation is found to be greater than reported
by the Registered Entity in the Self-Certification.

3.2.1 Self-Certification Process Steps
The process steps for the Self- Certification process are as follows:?

e The Compliance Enforcement Authority posts and updates the reporting schedule and
informs Registered Entities. The Compliance Enforcement Authority ensures that the
appropriate Reliability Standards, compliance procedures, and required submittal forms
for the Reliability Standards being evaluated are maintained and available electronically.

e The Compliance Enforcement Authority requests the Registered Entity to make a Self-
Certification within the advance notice period specified by the Reliability Standard. If
the Reliability Standard does not specify the advance notice period, this request will be
issued in a timely manner, with at least thirty (30) days advance notice.

e The Registered Entity provides the required information to the Compliance Enforcement
Authority.

e The Compliance Enforcement Authority reviews information to determine compliance
with the Reliability Standards and may request additional data and/or information if
necessary.

e The Compliance Enforcement Authority completes the assessment of the Registered
Entity for compliance with the Reliability Standard (and with the Registered Entity's
Mitigation Plan, if applicable). If the Compliance Enforcement Authority concludes that a
reasonable basis exists for believing a violation of a Reliability Standard has occurred, it
shall proceed in accordance with Section 3.0.

e Regional Entities will notify NERC of any Alleged Violations as required by Section 8.0.

2 1f no non-compliances are found, this process normally completes within sixty (60) days of the Compliance Enforcement

Authority's receipt of data.
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3.3 Spot Checking

Spot Checking will be conducted by the Compliance Enforcement Authority. Spot Checking may
be initiated by the Compliance Enforcement Authority at any time to verify or confirm Self-
Certifications, Self-Reporting, and Periodic Data Submittals. Spot Checking may also be random
or may be initiated in response to events, as described in the Reliability Standards, or operating
problems, or system events. The Compliance Enforcement Authority then reviews the
information submitted to verify the Registered Entity's compliance with the Reliability
Standard. Compliance auditors may be assigned to the Spot Checking process by the
Compliance Enforcement Authority as necessary.

3.3.1 Spot Checking Process Steps
The process steps for Spot Checking are as follows:3

e The Compliance Enforcement Authority notifies the Registered Entity that Spot Checking
will be performed and the reason for the spot check within the advance notice period
specified by the Reliability Standard. If the Reliability Standard does not specify the
advance notice period, any information submittal request made by the Compliance
Enforcement Authority will allow at least twenty (20) days for the information to be
submitted or available for review.

e The Compliance Enforcement Authority, during the advance notice period, notifies the
Registered Entity of the names and employment histories of the persons who will be
conducting the Spot Checking. The Registered Entity may object to inclusion of any
individual on the Spot Checking team in accordance with Section 3.1.4 Any such
objections must be submitted by the later of (i) five (5) business days before the
information being requested by the Compliance Enforcement Authority is submitted
and (ii) five (5) business days after the Registered Entity is notified of the persons on the
Spot Checking team. Nothing in this step shall be read to limit the participation of NERC
staff on the Spot Checking team.

e The spot check may require submission of data, documentation, or possibly an on-site
review.

e The Registered Entity provides required information to the Compliance Enforcement
Authority in the format specified in the request.

e The Compliance Enforcement Authority reviews information to determine compliance
with the Reliability Standards and may request the additional data and/or information if
necessary for a complete assessment of compliance.

3 Examples of situations in which NERC may decide to lead a Compliance Investigation include: (i) to assure consistency in
investigative processes, (ii) to coordinate investigations into matters that may cross Regional Entity boundaries, (iii) where
the possible violation the Regional Entity or one of its affiliates, divisions, committees or subordinate structures, or (iv)
where the Regional Entity determines it cannot conduct the Compliance Investigation.
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e The Compliance Enforcement Authority reviews its draft assessment of the Registered
Entity's compliance with the Registered Entity and provides an opportunity for the
Registered Entity to comment on the draft assessment.

e The Compliance Enforcement Authority completes and documents the assessment of
the Registered Entity for compliance with the Reliability Standard and provides a report
to the Registered Entity indicating the results of the spot check.

e |If the Compliance Enforcement Authority concludes that a reasonable basis exists for
believing a violation of a Reliability Standard has occurred, it shall proceed in
accordance with Section 3.0.

e Regional Entities will notify NERC of any Alleged Violations as required by Section 8.0.
3.4 Compliance Investigations

A Compliance Investigation may be initiated at any time by the Compliance Enforcement
Authority or by NERC, in response to a system disturbance, Complaint, or Possible Violation of a
Reliability Standard identified by any other means.

Compliance Investigations will generally be led by the Regional Entity's staff. NERC reserves the
right to assume the leadership of a Compliance Investigation.' The Regional Entity shall not be
entitled to appeal NERC's decision to lead a Compliance Investigation.

Compliance Investigations are confidential. Subject to the confidentiality requirements in section
9.3, Confirmed Violations resulting from a Compliance Investigation will be made public.

34.1 Compliance Investigation Process Steps

The process steps for a Compliance Investigation are as follows:”

e The Compliance Enforcement Authority is notified or becomes aware of circumstances
indicating a Possible Violation of a Reliability Standard and determines whether a
Compliance Investigation is warranted. Within two (2) business days of the decision to
initiate a Compliance Investigation, the Compliance Enforcement Authority: (i) notifies
the Registered Entity of the initiation and initial scope of the Compliance Investigation,
the requirements to preserve all records and information relevant to the Compliance
Investigation and, where appropriate, the reasons for the Compliance Investigation, and
(ii) notifies NERC of the initiation of and the reasons for the Compliance Investigation.
While the Compliance Enforcement Authority may, at its discretion, notify the
Registered Entity of the reasons for its investigation, the investigation, as it unfolds,
need not be limited to this scope.

4 Examples of situations in which NERC may decide to lead a Compliance Investigation include: (i) to assure consistency
in investigative processes, (ii) to coordinate investigations into matters that may cross Regional Entity boundaries, (iii)
where the possible violation the Regional Entity or one of its affiliates, divisions, committees or subordinate structures,

or (iv) where the Regional Entity determines it cannot conduct the Compliance Investigation.
51f no Possible Violation(s) are found, this process normally completes within sixty (60) days following the decision to
initiate a Compliance Investigation.
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e NERC assigns a NERC staff member to the Compliance Investigation and to serve as a
single point of contact for communications with NERC.

e The Compliance Enforcement Authority requests data or documentation and provides a
list of individuals on the investigation team and their recent employment history. The
Registered Entity may object to any individual on the investigation team in accordance
with Section 3.1.4; however, the Registered Entity may not object to participation by
NERC on the investigation team. If the Reliability Standard does not specify the advance
notice period, a request is normally issued with no less than twenty (20) days advance
notice.

e Within ten (10) business days of receiving the notification of a Compliance Investigation,
a Registered Entity subject to an investigation may object to any member of the
investigation team on grounds of a conflict of interest or the existence of other
circumstances that could interfere with the team member's impartial performance of
his or her duties. Such objections must be provided in writing to the Compliance
Enforcement Authority within such ten (10) business day period. The Compliance
Enforcement Authority will make a final determination as to whether the individual will
participate in the investigation of the Registered Entity.

e If necessary, the Compliance Investigation may include an on-site visit with interviews of
the appropriate personnel and review of data.

e The Registered Entity provides the required information to the Compliance Enforcement
Authority in the format as specified in the request.

e The Compliance Enforcement Authority reviews information to determine compliance
with the Reliability Standards. The Compliance Enforcement Authority may request
additional data and/or information if necessary for a complete assessment or to
demonstrate compliance.

e The Compliance Enforcement Authority may require the Registered Entity to produce
one or more officers, employees or other authorized representatives of the Registered
Entity who are familiar with the subject matter of the Compliance Investigation to answer
guestions concerning the matters under investigation.

e The Compliance Enforcement Authority completes the assessment of compliance with
the Reliability Standard and/or approval of the applicable Mitigation Plan, writes and
distributes the report, and notifies the Registered Entity.

e |If the Compliance Enforcement Authority concludes that a reasonable basis exists for
believing a violation of a Reliability Standard has occurred, it shall proceed in
accordance with Section 3.0.

e Regional Entities will notify NERC of any Alleged Violations as required by Section 8.0.
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e [f the Compliance Enforcement Authority determines that no violation occurred, it shall
send the Registered Entity and NERC a notice that the investigation has been completed.
NERC will in turn notify the Public Utilities Board.

3.5 Self-Reporting

Self-Reporting is encouraged at the time a Registered Entity becomes aware (i) of a Possible
Violation of a Reliability Standard, or (ii) a change in the violation severity level of a previously
reported Possible Violation. Self-Reporting of a Possible Violation of a Reliability Standard is
encouraged regardless of whether the Reliability Standard requires reporting on a pre-defined
schedule in the Compliance Program and the violation is determined outside the pre-defined
reporting schedule.

3.5.1 Self-Reporting Process Steps
The process steps for Self-Reporting are as follows:®

e The Compliance Enforcement Authority posts the Self-Reporting submittal forms and
ensures they are maintained and available on its Web site.

e The Registered Entity provides the Self-Reporting information to the Compliance
Enforcement Authority.

e The Compliance Enforcement Authority reviews the information to determine
compliance with the Reliability Standards and may request the Registered Entity to
provide clarification or additional data and/or information.

e The Compliance Enforcement Authority completes the assessment of the Regis